
POSITION DESCRIPTION 

INTELLIGENCE SYSTEMS CAPABILITIES DEVELOPMENT MANAGER 

GG-0132-13 

 

INTRODUCTION 

 

This position is located in the Assistant Chief of Staff, G-2, U.S. Marine 

Corps Forces Special Operations Command (MARSOC) at Camp Lejeune, North 

Carolina. MARSOC is one of four components of U.S. Special Operations 

Command (USSOCOM). MARSOC is commanded by a U.S. Marine Corps Major General 

and reports to the Commander, U.S. Special Operations Command (CDRUSSOCOM). 

He exercises command over a force of over 2,700 active personnel from both 

the U.S. Marine Corps and the U.S. Navy. 

 

Serves as an Intelligence Specialist performing duties as an Intelligence 

Systems Capabilities Development Manager with responsibilities to advance 

MARSOC intelligence systems capabilities across the intelligence disciplines 

of All-Source analysis, Counter Intelligence (CI), Human Intelligence 

(HUMINT), Signals Intelligence (SIGINT), Imagery Intelligence (IMINT), 

Topographic Intelligence (TOPO) and Testing, Measurement and Signature 

Intelligence (MASINT).  Analyzes Science and Technology trends and 

advancements; identifies, manages and mitigates MARSOC intelligence systems 

capability gaps.  Develops, reviews, manages and maintains MARSOC 

Intelligence System capability road-maps for various intelligence discipline 

within applicable plans and policies. 

 

 

SPECIAL REQUIREMENTS 

 

1.  This position is designated SPECIAL SENSITIVE and requires the incumbent 

to obtain and maintain a TOP SECRET security clearance with access to 

SENSITIVE COMPARTMENTED INFORMATION (SCI). 

 

2.  This position is a drug testing designated position under the DoN Drug-

Free Workplace Program. 

 

3.  The incumbent may be required to work other than normal duty hours which 

may include evenings, weekends, and/or holidays.  Periodic travel is 

required. 

 

4.  This position has been designated as a Cyber IT/Cybersecurity Workforce 

(CSWF) position in specialty area 74 and as a condition of employment 

incumbents of the position are required to comply with the DON Cyber IT/CSWF 

Program requirements of SECNAV M-5239.2, which include:  

a. Earn and maintain appropriate credentials for the Cyber IT/CSWF 

Qualification Matrix (described in SECNAV M-5239.2) associated with the 

specialty area and level commensurate with the scope of major assigned 

duties for the position to which they are assigned, and;   

b.  Participate in a continuous learning program as described in 

SECNAVINST 1543.2. A minimum of 40 hours of Cyber IT/CSWF related continuous 

learning annually documented in a current individual development plan signed 

by both the employee and supervisor." 

 


